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1. Tausta ja tarkoitus

Kasittelemme Pirkanmaan hyvinvointialueen (jatkossa hyvinvointialue) palveluissa runsaasti
luottamuksellisia ja salassa pidettavia henkil6tietoja, kuten sosiaalihuollon asiakastietoja,
potilastietoja, pelastustoiminnan tietoja ja henkildstotietoja, seka toimintaan liittyvia tietoja, jotka ovat
lainsdadanndn perusteella suojattavia. Hyvinvointialueen ydintehtavat seka asiakas- ja
potilasturvallisuus edellyttdvat tietosuojan ja tietoturvan toteutumista kaikissa olosuhteissa.

Tietosuoja- ja tietoturvaperiaate on aluehallituksen ja ylimman johdon hyvaksyma asiakirja, jossa
otetaan kantaa tietosuojan ja tietoturvan yllapitamiseen ja kehittdmiseen. Periaate maarittelee ne
periaatteet, tavoitteet, vastuut seka seurannan ja valvonnan, joita noudatamme hyvinvointialueella
potilaidemme, asiakkaidemme, tyontekijdidemme ja yhteistydkumppaneidemme yksityisyyden
suojan, luottamuksellisuuden, oikeusturvan ja tiedonhallinnan tehokkuuden seka tietoturvallisuuden
varmistamiseksi. Tietosuoja- ja tietoturvaperiaate taydentavat hyvinvointialueen
tietoturvasuunnitelma seka muut yksityiskohtaiset linjaukset, paatokset ja ohjeet.

Tietosuoja ja tietoturva ovat osa paivittaista toimintaamme. Tietosuoja- ja tietoturvaperiaate koskee
koko hyvinvointialuekonsernia ja kattaa kaikki hyvinvointialueen toimintaan liittyvat
tietojenkasittelytehtavat. Periaatteen ja ohjeistuksen mukaista toimintaa noudatetaan soveltuvin osin
my0s hyvinvointialueen tytaryhtidissa. Henkilostolla tarkoitetaan tassa periaatteessa
hyvinvointialueen ja sen tytaryhtididen henkilostoa.

Tietosuoja ja tietoturva on huomioitava kaikessa tietojen kasittelyssa jo suunnitteluvaiheessa. Hyva
tiedonhallinta edellyttda toimintamme pitkajanteistad suunnittelua, jatkuvaa kehittamista, seurantaa ja
erilaisiin uhkatilanteisiin varautumista. Varmistamme tietosuoja- ja tietoturvatavoitteiden
toteutumisen sovituilla toimintatavoilla ja kdytanteilla, jotka perustuvat muiden muassa jatkuvaan
riskien arviointiin, henkiloston kouluttamiseen ja ohjeistamiseen seka henkilotietojen kasittelyn
sisdiseen ja ulkoiseen valvontaan. Naiden lisdksi varmistamme henkilbtietojen ja muun salassa
pidettavan tiedon riittdvan suojaamisen seka hallinnollisin etta teknisin tietoturvakeinoin.

2. Maaritelmat

Tietosuoja asettaa sdannot, joiden mukaan tulee toimia aina henkilotietoja kasiteltédessa, ja
tietoturva tarjoaa ne keinot, joilla henkilotietoja suojataan. Kasitteind nama kulkevat kasi kadessa,
eika tietosuojaa ole ilman tietoturvaa. Kun tietosuojasta huolehditaan asianmukaisesti, tulee myos
tietoturva henkilotietojen kasittelyssa vaistamattd huomioiduksi.

2.1 Tietosuoja

Tietosuoja on perusoikeus, joka turvaa rekisterdidyn (henkilon, jonka tietoja kasitellaan) oikeuksien
ja vapauksien toteutumisen henkilotietojen kasittelyssa. Henkilotietojen kasittelyn on aina
perustuttava lakiin. Henkilotietojen kasittelyn on oltava asianmukaista ja tapahduttava aina tiettya
tarkoitusta varten joko asianomaisen henkilon suostumuksella tai muulla laissa saadetylla
perusteella.
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Henkildtietojen suojalla tarkoitetaan myds jokaiselle turvattua oikeutta tutustua niihin tietoihin, joita
hanesta on keratty, ja tarvittaessa saada virheelliset tiedot korjatuiksi tai poistetuiksi.” Riippumaton
viranomainen, tietosuojavaltuutettu, valvoo henkiltietojen suojaa koskevien saddnndsten
noudattamista.

Tietosuojaan liittyvat keskeiset kasitteet, kuten henkilétieto, erityiset henkil6tietoryhmat,
henkilotietojen kasittely, rekisterinpitdja, henkilotietojen kasittelija, tietosuojavastaava ja
rekisteroity, maaritellaan EU:n yleisessa tietosuoja-asetuksessa (679/2016, GDPR).

2.2 Tietoturva

Tietoturva kattaa fyysiset, hallinnolliset, toiminnalliset, tekniset ja muut keinot, joilla suojataan
hyvinvointialueen tiedot, palvelut, tietojarjestelmat ja tietoliikenne niin normaalitilanteissa,
normaaliolojen hairidtilanteissa kuin poikkeusoloissakin. Tietoturvalla varmistetaan tiedon
luottamuksellisuus, eheys ja saatavuus:

e Luottamuksellisuus tarkoittaa, etta tiedot ovat vain niiden kayttoon oikeutettujen saatavilla.

e Eheys tarkoittaa tiedon yhtapitavyytta alkuperaisen tiedon kanssa, mihin liittyy keskeisesti
mm. tiedon muuttumattomuuden varmistaminen.

e Saatavuus tarkoittaa, etta tieto, tietojarjestelma tai palvelu on hyddynnettavissa haluttuna
aikana ja vaaditulla tavalla.

3. Ohjaavat saadokset

Tietosuojaa ja tietoturvaa ohjataan saadoksin, maarayksin, ohjein ja suosituksin. Keskeiset
tietosuojaa ja tietoturvaa ohjaavat saadokset ja suositukset on koottu tdman periaatteen liitteeseen
1.

Lainsdadannon lisaksi on noudatettava muita hyvinvointialueelle hyvaksyttyja tietosuojaan ja
tietoturvaan liittyvia ohjeita ja maarayksia. Hyvinvointialueen omat paatokset, maaraykset ja ohjeet
eivat saa olla ristiriidassa tdman tietosuoja- ja tietoturvaperiaatteen tai voimassa olevan
lainsaadannon kanssa siten, etta tietosuoja tai tietoturva heikkenee.

4. Tietosuojaan ja -turvallisuuteen kohdistuvat uhat ja riskienhallinta

Tietosuojaan ja -turvallisuuteen kohdistuvat uhat aiheuttavat riskin tietojen, tietojarjestelmien tai
tietoliikenteen luottamuksellisuudelle, eheydelle ja saatavuudelle.

! Tietosuojalainsaadannon mukaisista rekisterdidyn oikeuksiin liittyvista tietopyynndisté on erotettava
julkisuuslain mukaiset tietopyynnaét, joista hyvinvointialueella on eri ohjeistuksensa.
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Digitaalisten palvelujen ja ratkaisujen kaytto lisdantyy osana palvelutarpeen arviointia,
diagnosointia, hoitoa ja naihin liittyvien palvelujen tuottamista. Esimerkiksi pilvipalvelujen mukanaan
tuomat erilaiset kyberuhat tarkoittavat nopeatahtisia muutostarpeita myos tietosuoja- ja
tietoturvavaatimusten toteuttamiseen.

Henkildston kouluttaminen ja turvallisuuskulttuurin yllapitaminen on tarkeaa, jotta voidaan valttaa
osaamattomuudesta ja ymmartamattdmyydesta aiheutuvat uhat henkilétietojen kasittelylle ja
tietoturvallisuudelle. Merkittavia uhkia ovat muiden muassa virheellisesti toimivat ohjelmistot ja
laitteet, tekniset ongelmat, tietojen kalastelut, haittaohjelmat, palvelunestohydkkaykset,
kyberhydkkaykset seka tietomurrot. Merkittavia uhkia voi liittyd myos ulkopuolisten
palveluntuottajien toimintaan, mikali palveluntuottajien kanssa ei ole tehty sopimuksia, joissa
huomioidaan tietosuoja, tietoturva ja varautuminen seka rikkomuksiin liittyvat sanktiot. Uhka
aiheutuu myds siita, jos tehtyjen sopimusten noudattamista ei valvota.

Riskienhallinta on lakisaateinen osa julkisen organisaation johtamista ja toimintaa: Pirkanmaan
hyvinvointialueen kaltaisella julkisella organisaatiolla riskienhallinnan perusteet lahtevat jo hyvan
hallinnon periaatteista sekd muista lainsdadannon asettamista yksityiskohtaisemmista velvoitteista.
Yksittaisten riskienhallinnan osa-alueiden osalta asetetaan useita tarkentavia velvoitteita myos
muussa lainsaadanndssa. Kyberturvallisuuslaki (124/2025), tiedonhallintalaki (906/2019) ja EU:n
yleinen tietosuoja-asetus (679/2016) velvoittavat selvittdmaan olennaiset tietojenkasittelyyn
kohdistuvat riskit ja mitoittamaan tietoturvallisuustoimenpiteet riskiarvioinnin mukaisesti.

Riskienhallintaa toteutetaan hyvinvointialueen aluevaltuuston hyvaksyman sisaisen valvonnan ja
riskienhallinnan perusteiden seka aluehallituksen hyvaksyman riskienhallintasuunnitelman
periaatteiden mukaisesti kaikilla osa-alueilla. Nama muodostavat yhdessa hyvinvointialueen
riskienhallintapolitikan. Tietosuojasta ja tietoturvasta seka laajemmin tietotekniikkaan liittyvien
riskien hallinnasta huolehditaan jokaisessa prosessissa, projektissa ja tietojarjestelmassa.

5. Tietosuojan ja tietoturvallisuuden merkitys ja toteuttaminen

5.1 Turvattavat kohteet

Hyvinvointialueen toiminnassa turvattavia kohteita ovat henkil6t, tilat, laitteet, tietoliikenne,
tietojarjestelmat, palvelut seka tiedot ja tietoaineistot kaikissa olomuodoissaan. Tiedonhallintalain ja
kyberturvallisuuslain mukaisesti hyvinvointialueen on seurattava toimintaymparistonsa
tietoturvallisuuden tilaa ja varmistettava tietoaineistojensa ja tietojarjestelmiensa tietoturvallisuus
koko niiden elinkaaren ajan. Tavoitteena on operatiivisten jarjestelmien ja tietoverkon toiminnan
turvaaminen seka palvelujen tuottaminen niin normaali- kuin poikkeusoloissakin.

5.2 Tietosuoja- ja tietoturvaperiaatteet

Noudatamme hyvinvointialueen kaikessa toiminnassa seuraavia yleisia tietosuoja- ja
tietoturvaperiaatteita:
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o Tietosuoja ja tietoturva ovat koko henkiloston asia ja osa hyvinvointialueen paivittaista
toimintaa ja riskienhallintaa.

e Jokainen esihenkild varmistaa, etta tietosuoja- ja tietoturvamaaraykset ja -ohjeet
perehdytetadn ja koulutetaan hanen alaiselleen henkildstolle.

e Henkilotietojen kasittelyn tulee olla suunniteltua eikd henkilotietoja saa kasitelld muihin kuin
etukateen maariteltyihin tarkoituksiin.

e Luottamukselliset, arkaluonteiset ja muut salassa pidettavat tiedot kuuluvat
vaitiolovelvollisuuden piiriin riippumatta siitd, miten tai mihin niitéd on tallennettu tai milla
tavalla tiedot on saatu.

e Prosesseilla, tiedolla ja jarjestelmillda on nimetyt omistajat ja muut vastuuhenkilot.
Tietosuojaan ja tietoturvaan liittyva ohjaus, valvonta ja seuranta kuvataan ja vastuutetaan
tdman tietosuoja- ja tietoturvaperiaatteen liitteessa 2.

o Tietosuoja ja tietoturva on huomioitava riittavan tarkasti sopimuksissa ja sopimusten
toimeenpanoa tulee seurata.

o Tietosuojan ja tietoturvan huomioiminen on keskeinen osa muuta turvallisuuden yllapitoa ja
kehittamista, tilasuunnittelua ja palvelujen kehittamista.

Tietosuoja- ja tietoturvaperiaatteita noudattamalla voimme muun muassa suojata tietoja erilaisilta
uhkilta, varmistaa toimintamme jatkuvuuden ja minimoida toiminnalliset riskit.

5.3 Tietosuojan ja -turvallisuuden toteutumista tukevia kaytantoja

Tietosuoja- ja tietoturvatyon tavoitteena on luoda tietoturvakulttuuri, joka suojaa tietoja seka
toteuttaa arvojamme ja tavoitteitamme hyvinvointialueella. Hyva tietosuoja- ja tietoturvataso
saavutetaan tietosuoja- ja tietoturvaperiaatteen seka periaatteiden, suunnitelmien ja ohjeistuksen
mukaisilla toimintaperiaatteilla ja mekanismeilla. Hyvaa tietosuoja- ja tietoturvatasoa hallitaan ja
seurataan jatkuvan kehittdmisen periaatteita noudattaen.

Tietojarjestelmien hankinta- ja kehitysprojekteissa toteutetaan tietoturvan ja teknisen arkkitehtuurin
arvioprosessi (tietoturva-arvio). Tietoturva-arvioiden tekoon liittyvat tarkat periaatteet on kuvattu
erillisessa linjauksessa. Arvioinneissa kaytetaan tarvittaessa ulkopuolisten asiantuntijoiden apua, ja
prosessissa arvioidaan arkkitehtuuri- ja tietoturvavaatimusten toteutuminen. Riskitason perusteella
valitaan kokonaisuuteen sopivat hallintakeinot riskitason hallitsemiseksi ja vaatimustenmukaisuuden
saavuttamiseksi. Kun hankimme uusia tietojarjestelmia, huomioimme erityisesti tietojarjestelmien
kaytettavyyden, toimivuuden ja laadukkuuden.

Tietojarjestelmien toimintaa ja kayttda tulee valvoa, jotta varmistetaan niiden asianmukainen ja
turvallinen kayttd seka suojataan arkaluontoisia tietoja. Valvonta siséaltaa teknisia toimenpiteita,
kuten paasynhallintaa ja lokitietojen seurantaa, seka hallinnollisia toimia, kuten kaytantdjen ja
ohjeistusten luomista ja niiden noudattamisen valvontaa. Tietojarjestelmien ja tietojen kayttd on
sallittua vain tydtehtavien edellyttdmassa laajuudessa, tai sopimusten ja lupien mukaisten tehtavien
hoitamiseen, kun kyse on sopimus- ja yhteistydkumppaneistamme.
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Riskilahtoisyys ohjaa myos henkilttietojen kasittelya hyvinvointialueella ja on tarkea osa
rekisterinpitajan osoitusvelvollisuuden toteuttamista. Henkil6tietojen kasittelyn riskeja arvioidaan, ja
mikali kasittelysta aiheutuu todennadkdisesti korkeita riskeja henkildiden oikeuksille ja vapauksille,
laaditaan tietosuojan vaikutustenarviointi (DPIA, data protection impact assessment) ennen
kasittelyn aloittamista. Vaikutustenarviointi on jatkuvan riskienhallinnan tyokalu, jolla hallitaan
henkilotietojen kasittelyyn liittyvia riskeja. HenkilGtietojen siirtoon EU:n tai ETA-alueen ulkopuolelle
kohdistuu erityisia vaatimuksia, ja hyvinvointialueella noudatettavat menettelyt naissa tilanteissa
maaritellaan erillisessa ohjeessa.

HenkilGtietojen kasittely ja kaytettavat tietojarjestelmat on kuvattu tietosuoja- ja
tietojarjestelmaselosteilla. Tietosuojaselosteita kaytetdan hyvinvointialueella rekisterdityjen
informointiin, joista keskeisimmat julkaistaan pirha.fi-sivustolla.

Hyvinvointialue voi ulkoistaa osan henkilGtietojen kasittelystaan sopimus- ja yhteistyokumppaneille.
Valitsemme sopimuskumppaneiksemme vain sellaisia henkildtietojen kasittelijoita, jotka noudattavat
ajantasaisia tietosuoja- ja kyberturvallisuuslain seka tiedonhallintalainsdadannon velvoitteita.
HenkilGtietojen kasittelyn ulkoistuksiin liittyvissa sopimuksissa taytyy laatia henkilotietojen
kasittelysopimus. Myo6s salassapito- ja turvallisuussopimus solmitaan aina, kun hyvinvointialue
tekee uuden sopimuksen. Hyvinvointialueella on sopimushallintaohje, jossa maaritellaan
sopimusten valmisteluun, hyvaksymiseen, toimeenpanoon ja elinkaareen liittyvat tehtavat ja vastuut.

Tietosuojasta ja -turvasta viestitdan hyvinvointialueen viestintaohjeistuksen mukaisesti. Viestinta
keskittyy ohjaukseen, neuvontaan ja tietoisuuden lisdédmiseen, jotta poikkeamatilanteissa osataan
toimia oikein ja parhaimmillaan valttaa niista useimmat. Hairidtilanteessa perustetaan
hyvinvointialueen hairiétilannejohtoryhma, joka sopii viestintavastuista ja paaviesteista.

6. Tietosuoja- ja tietoturvatoimintojen organisoituminen

Aluevaltuusto paattaa sisdisen valvonnan ja riskienhallinnan jarjestamisen linjaukset, tavoitteet ja
osa-alueet seka periaatteet niiden toimeenpano-, seuranta- ja arviointimenettelyista
hyvinvointialueella ja hyvinvointialuekonsernissa.

Aluehallitus vastaa, etta hyvinvointialue tayttaa tietosuojalainsdadannon mukaiset velvoitteet, ja
valvoo velvoitteiden toteutumista. Hallitus maarittelee henkildtietojen kasittelyn periaatteet ja
vastuuhenkildt. Aluehallitus vastaa hyvinvointialueen konsernin kokonaisturvallisuuden hallinnasta,
johon kuuluvat uhkiin varautuminen, normaaliolojen hairiGtilanteiden ja poikkeusolojen hallinta seka
niista toipuminen. Aluehallituksen tehtavana on huolehtia hyvinvointialueen sisaisesta valvonnasta
ja riskienhallinnan jarjestamisesta.

Prosessin omistaja — hyvinvointialuejohtaja, konsernijohtaja, Vaikuttaminen ja viestinta -
vastuualueen johtaja (oto), vastaava johtajaylilaakari, vastaava sosiaalihuollon johtaja, hr-johtaja,
hallintojohtaja, tukipalvelujohtaja, talousjohtaja, pelastusjohtaja, hankintajohtaja, kiinteistdjohtaja,
tietohallintojohtaja — omistaa prosessissaan kasiteltavan tiedon. Han vastaa, etta henkildtietoja
kasitelldan prosessissa lainsdadannon seka hyvinvointialueen toimintaperiaatteiden ja ohjeistusten
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mukaisesti. Prosessin omistaja paattaa tiedon kayttdtarkoituksista, kerattavista tiedoista ja
mahdollisista luovutuksista kolmansille osapuolille.

Yksittaisten tyontekijoiden ja viranhaltijoiden roolit ja vastuut hyvinvointialueen tietosuojan ja
tietoturvallisuuden toteuttamisessa on kuvattu tarkemmin tdman periaatteen liitteessa 2.

7. Toiminta hairidtilanteissa ja poikkeusoloissa

Pirkanmaan hyvinvointialueen valmiussuunnittelun tavoitteena on varautua ennalta erilaisiin
normaaliajan toimintaa hairitseviin tai niitd vaarantaviin hairiétilanteisiin ja poikkeusoloihin.
Toimintamallien tulee olla etukateen suunniteltuja ja johtamisjarjestelman toimiva. Suunnittelun,
toimivan jarjestelman ja tehokkaan johtamisen avulla voimme reagoida nopeasti
tarkoituksenmukaisin keinoin yllattaviinkin normaalista poikkeaviin tilanteisiin. Riskienhallinnalla
tunnistamme, arvioimme ja hallitsemme tavoitteidemme saavuttamista uhkaavia tekijoita.

Toiminnan jatkuvuus turvataan valmiussuunnitelmin, jotka sisaltavat toimintaohjeet hairictilanteen
aikaiseen toimintaan ja mahdollistavat nopean toipumisen. Valmiussuunnittelussa huomioidaan
toiminnan mahdolliset riskit ja prioriteetit. Tietojarjestelmiin ja tietojen kasittelyyn liittyvissa
suunnitelmissa, jarjestelyissa ja ohjeissa varaudutaan tietoturvallisuutta ja tietosuojaa koskevien
laiminlyontien, vahinkojen tai virheiden jalkikateisselvittdmiseen. Mahdollisia hairio- ja
poikkeustilanteita harjoitellaan saanndllisesti yhdessa palveluntoimittajien kanssa.

Hairidista ja heikkouksista ilmoittamisen tarkoituksena on toiminnan luottamuksellisuuden ja
tietoturvallisuuden parantaminen. Puutteiden huomaaminen ajoissa voi auttaa valttamaan vakavia
seurauksia. Tietosuoja- ja tietoturvahairididen ja -heikkouksien hallinta on prosessi, johon sisaltyy
jokaista hyvinvointialueen henkiléstddn kuuluvaa koskeva velvollisuus ilmoittaa havaitsemistaan
puutteista. Prosessi sisaltdéd myds puutteiden arvioinnin, valittdomat korjaukset ja tapahtuman
juurisyyn poistamisen silloin kun se on mahdollista.

8. Tietosuoja- ja tietoturvatietoisuus ja -osaaminen

Tietosuoja- ja tietoturvakoulutusvaatimukset koskevat koko hyvinvointialueen henkildstda.
Tietosuojan ja tietoturvallisuuden tulee olla sisallytettyna perehdytysprosessiin. Pakollista koulutusta
jarjestetaan koko henkilostolle vahintaan kahden vuoden valein. Lisaksi tyontekijan tai viranhaltijan
roolin tai tehtavien mukaista kohdennettua koulutusta jarjestetaan tarpeen mukaan.

Jokaisen hyvinvointialueen tietojarjestelmien kayttajan on hyvaksyttava tietojen ja tietojarjestelmien
kayttd- ja salassapitositoumus ennen kuin hanelle mydnnetaan paasy tietojarjestelmiin. Sitoumus
sisaltda hyvinvointialueen keskeiset tietosuoja- ja tietoturvakaytannot.

9. Seuranta ja puuttuminen

Kaikki tietosuoja- ja tietoturvatapahtumat rekister6idaan ja raportoidaan. Tahallinen ohjeiden ja
maaraysten noudattamatta jattdminen katsotaan rikkomukseksi. Havaitusta vaarinkaytoksesta tai
pistokokeena havaitusta vaarinkaytdksesta raportoidaan ja tiedotetaan 1ahinta esihenkilda,
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prosessin omistajaa sekd muita tarvittavia vastuuhenkiléita vaarinkaytdksesta riippuen.
Vaarinkaytokset on sanktioitu ja menettelytavat on kuvattu henkildstohallinnon ohjeistuksessa.

10. Tietosuojan ja tietoturvallisuuden hallintamalli

Tietosuoja- ja tietoturvaperiaate on osa hyvinvointialueen tietosuojan ja tietoturvan hallintamallia.
Hallintamalliin kuuluvat kaikki tietosuojan ja tietoturvallisuuden hallintaan tarvittavat toimintatavat,
hallintakeinot ja dokumentit. Hallintamallin avulla toteutetaan tietosuojan ja tietoturvan hallintaa ja
seurantaa seka arvioidaan tietoturvatoimien tehokkuutta ja tarkoituksenmukaisuutta. Tavoitteena on
hallintamallin kehittdminen ja sen myata riittavan tietosuoja- ja tietoturvatason yllapitaminen.
Liitteessa 3 on lueteltu esimerkkeja tarkeimmista hallintajarjestelmaan kuuluvista toimintamalleista.

11. Tietosuoja- ja tietoturvaperiaatetta taydentavat dokumentit

Tietosuoja- ja tietoturvaperiaatetta taydentavat hyvinvointialueen tietoturvasuunnitelmat seka
yksityiskohtaiset linjaukset, paatdkset ja ohjeet, kuten

¢ Tietosuoja- ja tietoturvaohjeet

Tietosuojaa, tietoturvaa ja teknista arkkitehtuuria koskevat linjaukset

Kayttovaltuusperiaate

Lokiperiaate ja ohje lokivalvonnasta

Ohjeet tietosuojaa koskevasta vaikutustenarvioinnista ja tietoturva-arvioinnista

Ohjeet henkil6tietojen tietoturvaloukkauksen ja tietoturvapoikkeaman hallinnasta

Tietosuojavastaava ja tietoturvavastaava seuraavat ohjeiden sisaltda ja ajantasaisuutta.

12. Periaatteen hyvaksyminen ja yllapito

Tietosuoja- ja tietoturvatydssa onnistuminen edellyttda hyvinvointialueen johdon sitoutumista tyon
tukemiseen. Hyvinvointialueen hallitus on hyvaksynyt taman tietosuojaa ja tietoturvaa koskevan
periaatteen henkildstda sitovaksi sdanndksi 1.3.2026 alkaen.

Hyvinvointialueen tietosuojan ja tietoturvan ohjausryhma vastaa tietosuoja- ja tietoturvaperiaatteen

ajantasaisuudesta ja tarkistaa sen saanndllisesti muutostarpeita vastaavaksi. Periaatetta paivitetdan
vahintdan 4-5 vuoden valein.

© Pirkanmaan hyvinvointialue
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